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1. Name and contact information for UCTrust 
Member or Sponsor  completing this form

 
 
 

Ed Weill
UCOP
510-987-9211

2. Email address of the person completing this 
form

ed.weill@ucop.edu

3. Name of your application SharePoint Security Token Services

4. Please briefly describe your application.  Please 
include your relationship with UC.

 
 
 
 

The SharePoint Security Token Services are 
intermediary authentication providers for the new 
SharePoint 2010 Architecture being implemented 
at UCOP.  They provide a centralized interface 
and structure to allow all of the UC IDPs and a 
forms based login method to pass credentials 
and claims into SharePoint.  There are three of 
them - spsts.ucop.edu is the production unit, 
spstsdev.ucop.edu is for the qa and dev SharePoint 
environments and spsandbox is for development 
on the STSs.

5. What is the URL for QA (if applicable) and for 
Production, AND what is the go-live date for 
each?

 
 
 
 
 

spsts.ucop.edu is the production unit, 
spstsdev.ucop.edu is for the qa and dev SharePoint 
environments and spsandbox is for development 
on the STSs.

6. Who is your UCTrust sponsor?
 
 
 

UC Office of the President

7. Which organization/department  within 
the above UCTrust Sponsor organization is 
sponsoring this application?

UCOP
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8. Who is the functional or administrative contact 
for this application? Please provide:
● Name
● E-mail
● Telephone
 

 

Ed Weill
ed.weill@ucop.edu
510-987-9211

9. Who is responsible for operating this 
application and website?  

 
 
 
 

The UCOP SharePoint team

10.Who is the technical contact for this 
application? Please provide:
● Name
● E-mail
● Telephone

 
 

 

Ed Weill
ed.weill@ucop.edu
510-987-9211

11. Who is the helpdesk contact for this application 
in case of problems?  Please provide:
● Name
● E-mail
● Telephone
● Support Hours

 
 
 

Email to SharePoint@ucop.edu

Ed Weill
ed.weill@ucop.edu
510-987-9211

12. When is the application expected to be up, e.g., 
8x5, 7x24, etc?

 
 
 
 

Currently we are promising 9x5

13. What are your scheduled maintenance 
windows?

 
 
 
 

We typically use the 1st and/or 3rd weekend of 
the month

14. What is your  InCommon SP entity ID?
 

 
 

https://spstsdev.ucop.edu/SSO
https://spsts.ucop.edu/SSO
https://spsandbox.ucop.edu/SSO
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15. What group(s) on each campus are likely to 
use the application?  Staff?  Faculty? Students?  
Affiliates?

 
 

Staff, some Faculty, Occational Students and 
Affiliates (by invitation)

16. Attributes Requested (please specify where 
each is “Required” or “Desired”)

 
 
 

Edupersonprincipalname
displayName
email
commonName
surname
givenName
uctrustassurance
 

17. What “provisioning” data must be provided 
to the application in addition to attributes 
released via Shibboleth?  Please attach a file 
layout if appropriate and describe how this data 
will be provided.

 
 
 
 

None - Though it should be noted that these 
services are not intended to be called directly - if 
you try to log into our production SharePoint 2010 
at https://sp2010.ucop.edu, you will be forwarded 
to https://spsts.ucop.edu which would allow you 
to choose your IDP, then recieve your credentials 
and pass them through to SharePoint at https://
sp2010.ucop.edu, thus logging you in.  Similarly, 
https://spqa2010.ucop.edu, will forward you to 
https://spstsdev.ucop.edu which would allow you 
to choose your IDP, then recieve your credentials 
and pass them through to SharePoint at https:/
/spqa2010.ucop.edu.  spsandbox may be tied to 
any of our development sharepoint instances if we 
need to work on, upgrade or change how the STSs 
operate.

18.  Who will be able to see the Shibboleth-
provided attribute data provided to your 
application?  For example, Administrators?  
Users?  Public?

 

 

Name and Email information will be visible to 
SharePoint Administrators and authenticated 
users.  UCTrustAssurance information would only 
be visible to our developers who have access to 
the membership/profile database.
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